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1. Proposal
The ATSSS solution proposed in this document is called a "consolidated" solution because it consolidates several aspects from other solutions in TR 23.793, such as solution 2, solution 4, solution 5, solution 6 and solution 7. It is described in detail below.
* * * Start of Changes * * * 

6.x
Solution X: Consolidated ATSSS Solution
6.x.1
General
The solution specified in this clause is a complete/full ATSSS solution, which is based on concepts introduced in other solutions in this technical report, and specifically on concepts in solution 2, solution 4, solution 5, solution 6 and solution 7.
6.x.2
Reference Architecture
The reference architecture is shown in the figure below. 
The UPF is functionally enhanced (over Rel-15) to support an internal Performance Measurement Function (PMF) and an internal Multipath-TCP (MPTCP) proxy. Both of these new functional elements are further described below. The PMF is also discussed as part of solution 7 and is functionality similar to the UP-AT3SF in solution 6. The MPTCP proxy is similar to the MPTCP proxy in solution 5 but it operates as a transparent MPCTP proxy, i.e. it is transparent to UE as further explained in the next clause.
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Figure 6.x.2-1: Reference Architecture
The UE, SMF and PCF are also functionally enhanced to support the functionality specified in the next clause.
The Mx reference point supports a new logical interface between the UE and PMF, which is used for access-agnostic measurements.
6.x.3
Functional Description
The key functional features of this solution are summarized below:

Support of MA-PDU sessions (based on Solution 2)
1. The solution supports ATSSS within a Multi-Access PDU (MA-PDU) Session. In other words, ATSSS procedures are applied after a MA-PDU session is established.

Editor’s Note: Support of ATSSS without a MA-PDU session is FFS. Scenarios using ATSSS without a MA-PDU session include: (a) Steering traffic between two different PDU sessions established over different accesses; and (b) steering traffic between a PDU session over 3GPP access and direct non-3GPP offload.

2. A MA-PDU is established using a single PDU session ID, as specified in clause 6.2.3.

Editor’s Note: Using different PDU session IDs for a MA-PDU session, as specified in clause 6.2.2, is FFS.

3. A MA-PDU session is established either with the Separate Establishment procedure, as specified in clause 6.2.3.1, or, with the Combined Establishment procedure, as specified in clause 6.2.3.2.

· When the UE sends a NAS message to request a MA-PDU session with the Combined Establishment procedure, the UE includes an "MA-PDU Request" indication in the NAS message. 
4. When the UE sends a NAS message to request a single-access PDU session and the UE supports MA-PDU sessions, the UE includes an "MA-PDU capability" indication in the NAS message. This indication may be used by the network to establish a multi-access PDU session instead of a single-access PDU session, as specified in clause 6.2.4. 

· The network may decide to establish a MA-PDU session, instead of the requested single-access PDU session, in order e.g. to offload some PDU session traffic to non-3GPP access.

5. The UE may decide to request a MA-PDU session for a DNN based on the provisioned USRP policy. That is, the URSP policy may indicate if a PDU session should preferably be established as a MA-PDU session.

Policy for Multi-Access QoS Control
6. During the establishment of a MA-PDU session, the PCF may provide (a) PCC rules for QoS control over 3GPP access, and (b) PCC rules for QoS control over non-3GPP access.

· The PCC rules for QoS control over 3GPP access associate specific service data flows transmitted over 3GPP access with certain QoS parameters (e.g. 5QI, ARP, etc.). Similarly, the PCC rules for QoS control over non-3GPP access associate specific service data flows transmitted over non-3GPP access with certain QoS parameters (e.g. 5QI, ARP, etc.).

Policy for ATSSS Control (based on Solution 4)
7. During the establishment of a MA-PDU session, the PCF provides PCC rules for ATSSS control. These rules specify how specific service data flows should be routed across the 3GPP and non-3GPP accesses. The SMF maps the PCC rules for ATSSS control into (a) ATSSS rules which are sent to UE via the AMF, and (b) Packet Detection Rules which are sent to UPF. If the SMF does not receive PCC rules for ATSSS control from PCF, then the SMF uses its own, predefined PCC rules for ATSSS control.

8. Each PCC rule for ATSSS control identifies (a) the traffic matching the rule and (b) the steering policy to apply to this traffic. Examples of PCC rules for ATSSS control include the following:

· "Traffic filter: UDP, DestAddr 1.2.3.4", "Steering policy: Active/Standby, Active=3GPP, Standby=non-3GPP"

· 
This means "steer UDP traffic with destination IP address 1.2.3.4 to the active access (3GPP), if available. If the active access is not available, use the standby access (non-3GPP)".

· "Traffic filter: TCP, DestPort 8080", "Steering policy: Highest Throughput"

· 
This means "steer TCP traffic with destination port 8080 to the access with the highest throughput".

· "Application Id: reference to application detection filter", "Steering policy: Smallest Delay"

· 
This means "steer traffic that matches the application detection filter (e.g. the traffic of a certain application) to the access with the smallest delay".

NOTE 1: 
The above rules can be applied because the Throughput and the Delay are measured for each access, as detailed below. 

NOTE 2: 
As described below, a PCC rule for ATSSS control may be used to enable MPTCP-based steering, e.g. "Application Id: reference to MPTCP detection filter", "Traffic control policy: Redirect to MPTCP proxy", "Steering policy: Aggregate".

Support of Access-Agnostic Measurements (based on Solution 6 and Solution 7)
9. During the establishment of a MA-PDU session, the PCF may provide to UE Measurement Assistance Policy, as specified in clause 6.7. This policy is used by the UE to contact a Performance Measurement Function (PMF) in the network and measure certain parameters over 3GPP and non-3GPP accesses, including the Throughput, Delay and Loss rate. These parameters are referred to as "Access Network Performance" (ANP) parameters. The PMF is collocated with the UPF and it partly similar to the UP-AT3SF in solution 6.

· An example of a Measurement Assistance Policy is the following:

· 
3GPP measurement: URL=http://fe80::5137:8000/measure/3gpp/smallfile, Duration<10s, Repeat>5min

· 
Non-3GPP measurement: URL=http://fe80::5137:8001/measure/non3gpp/bigfile, Duration<15s
· This policy indicates that measurements over 3GPP access can be carried out by using the indicated URL (PMF address=fe80::5137, PMF port=8000). The UE may "GET" this URL to measure the DL throughput and may "POST" to this URL to measure the UL throughput. During the GET/POST operations, the Delay and the Jitter may also be measured. Throughput measurements over 3GPP should not be conducted more than once every 5min and each measurement should not last more than 10s.
· In order to measure only the Delay/RTT over 3GPP and/or over non-3GPP access (i.e. when there is no need to measure the Throughput), the UE may send Echo Requests to PMF address=fe80::5137 and PMF port=8000, as specified in solution 6, clause 6.6.3.2.
· Note that communication between the UE and PMF can use link-local addresses since they are both on the same link.
10. The measurement traffic between the UE and PMF is not charged.
11. All measurement results are shared between the UE and PMF. Hence, both the UE and the PMF have the same measured Throughput, Delay and Loss rate.
Support of MPTCP (based on Solution 5)
12. The solution supports MPTCP as follows: 

· During the MA-PDU session establishment, if the UE wants to use MPTCP for traffic steering, the UE provides an "MPTCP Request" indication. 

· If the network agrees to enable MPTCP for the MA-PDU session then: 

· 
The network allocates two IP addresses for the MA-PDU session. This is required, otherwise MPCTP cannot be used. As specified in RFC 6824, "…there must be multiple addresses at least at one endpoint, for MPTCP to be used."
· 
The UPF is configured (with the appropriate Packet Detection Rules) to detect all MPCTP flows (i.e. all TCP flows initiated with an MPTCP option in the TCP header; see RFC 6824) and to redirect them to the transparent MPTCP proxy that is collocated with the UPF. The transparent MPTCP proxy terminates an MPTCP connection with the UE and establishes a non-MPTCP (regular TCP) connection to the remote host. It then relays data traffic between the MPTCP connection and the non-MPTCP (regular TCP) connection, as shown in the figure below.
· 
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· Figure 6.x.3-1: Insertion of MPTCP proxy in the data path
· 
The UE is not aware of the MPTCP proxy, i.e. the proxy is transparent to UE.

· 
The PCF provide PCC rules for ATSSS control that apply to MPTCP flows, such as the following rule:

· "Application Id: reference to MPTCP detection filter", "Traffic control policy: Redirect to MPTCP proxy", "Steering policy: Aggregate"

· This rule redirects all MPTCP flows to the transparent MPTCP proxy (inside the UPF) and configures the MPTCP proxy to route these flows across 3GPP and non-3GPP accesses using an "aggregate" steering policy (this is the same as the "Aggregate MPTCP Service Type" in clause 6.5.5). Other types of steering policies can be used such as the "roundrobin" and "redundant", which are already supported in MPTCP implementations (see https://multipath-tcp.org/pmwiki.php/Users/ConfigureMPTCP).

· 
From the PCC rules for ATSSS control, the SMF derives the corresponding Packet Detection Rules for the UPF, which enable the UPF to detect MPTCP flows and redirect them to its internal MPTCP proxy, as mentioned above.

· 
From the PCC rules for ATSSS control, the SMF also derives the corresponding ATSSS rules for the UE, which instruct the UE to steer all MPTCP traffic with an "aggregate" steering policy. In the above example, the UE would receive the following ATSSS rule:
· "Application Id: MPTCP", "Steering policy: Aggregate"
13. Within the same MA-PDU session, if MPTCP is enabled, it is possible to steer the MPTCP flows by using MPTCP steering (at the MPTCP protocol) and, simultaneously, to steer all other flows by using lower-layer steering functionality. This is schematically illustrated in the figure below for the UE. Note that the same set of ATSSS rules is applied to configure the MPTCP steering and the lower-layer steering.
NOTE 3:
The lower-layer steering refers to the traffic steering functionality defined in this solution, which is applied in a MA-PDU session for steering, switching and splitting the MA-PDU traffic across 3GPP and non-3GPP accesses. In the UE, this is typically implemented in the network interface associated with the MA-PDU session.
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Figure 6.x.3-2: Simultaneous application of MPTCP steering and lower-layer steering in the UE
* * * End of Changes * * * 
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